
844.714.7634         haysfinancialgroup.com/resources  •  or, scan the QR code → 

REGISTER - Set up and routinely monitor your online
accounts. Don't let cybercriminals assume your online
identify.

STRONG PASSWORDS - Letters, numbers, and special
characters...you know the drill. Or, make it easy and use
a password manager app.

MULTI-FACTOR (TWO-FACTOR) AUTHENTICATION -
Getting a code by text or email adds another layer of
security. 

CONTACT INFO - Keep your personal details up-to-date
for all your accounts. 

CLEAN THINGS UP - Close or delete unused accounts.

AVOID OPEN NETWORKS - Stay off free public Wi-Fi
when managing your finances. 

BEWARE OF PHISHING ATTACKS - Avoid clicking links,
opening attachments, or replying with your account
details if you feel at all uneasy. 

UPDATE- Keep apps and software current to ensure your
protection. 

SEE SOMETHING, SAY SOMETHING - Click these links to
the FBI & Dept. of Homeland Security reporting sites

Reduce the risk of fraud and loss to your retirement
accounts by following these basic rules:

Cybersecurity Tips

Text RETIRE to 833.336.0276 to get updates like these on your phone.
Contact Hays Financial Group anytime for more help:

Source: Dept. of Labor's Online Security Tips

http://haysfinancialgroup.com/resources
https://www.ic3.gov/
https://www.cisa.gov/reporting-cyber-incidents
https://www.cisa.gov/reporting-cyber-incidents
https://www.cisa.gov/reporting-cyber-incidents
https://www.dol.gov/sites/dolgov/files/ebsa/key-topics/retirement-benefits/cybersecurity/online-security-tips.pdf

